BitLocker required after
Restart

This article show's how to stop a device from requiring you to enter the BitLocker key every time it
restarts.

1. The first step is to suspend BitLocker on the device. To do this, go to settings and search
"BitLocker" and select "Manage BitLocker".
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2. Then select "Suspend protection". This is so when we try to access the BIOS, if we do not get into
it first go we do not have to enter the BitLocker key again.
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&% > Control Panel > System and Security » BitLocker Drive Encryption

Control Panel Home

See also
®y TPM Administration
¥y Disk Management

Privacy statement

BitLocker Drive Encryption

Help protect your files and folders from unauthorized access by protecting your drives with BitLocker,

0 Far your security, some settings are managed by your system administrator.
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Fixed data drives

Removable data drives - BitLocker To Go

Insert a removable USE flash drive to use BitLocker To Go.

3. Once the BIOS is accessed, change the boot order to make the devices drive first priority. Save &

Exit.

4. BitLocker will need to be resumed. To do this, open PowerShell as admin and enter:

Resume-BitLocker -MountPoint "C:"

5. Restart the device to test.
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